
 

Presenter
Presentation Notes
ITS Standards training is one of the offerings of our updated Professional Capacity Training Program. Through the PCB program we prepare professionals to adopt proven and emerging  ITS technologies that will make surface transportation safer, smarter and greener which improves livability for us all. You can find information on additional modules and training programs on this web site http://www.pcb.its.dot.gov

 Thank you for participating and we hope you find this module helpful.




Welcome 

Ken Leonard, Director 
ITS Joint Program Office 
Ken.Leonard@dot.gov 

 www.pcb.its.dot.gov 
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Presenter
Presentation Notes
ITS Standards can make your life easier. Your procurements will go more smoothly and you’ll encourage competition, but only if you know how to write them into your specifications and test them. This module is one in a series that covers practical applications for acquiring and testing standards-based ITS systems. 
 
I am Ken Leonard, director of the ITS Joint Program Office for USDOT and I want to welcome you to our newly redesigned ITS standards training program of which this module is a part. We are pleased to be working with our partner, the Institute of Transportation Engineers, to deliver this new approach to training that combines web based modules with instructor interaction to bring the latest in ITS learning to busy professionals like yourself.
 
This combined approach allows interested professionals to schedule training at your convenience, without the need to travel. After you complete this training, we hope that you will tell colleagues and customers about the latest ITS standards and encourage them to take advantage of the archived version of the webinars.
 
ITS Standards training is one of the first offerings of our updated Professional Capacity Training Program. Through the PCB program we prepare professionals to adopt proven and emerging  ITS technologies that will make surface transportation safer, smarter and greener which improves livability for us all. You can find information on additional modules and training programs on our web site www.pcb.its.dot.gov
 
Please help us make even more improvements to our training modules through the evaluation process. We look forward to hearing your comments. Thank you again for participating and we hope you find this module helpful.




Presenter
Presentation Notes
Narrated by Nicola for Final recording:
Throughout the presentation this “Activity” slide will appear indicating there is a multiple choice pop quiz following this slide. The presentation lecture will pause at each quiz section to allow you to use your computer mouse to select your answer. There is only one correct answer. Selecting the submit button will record your answer and the Clear button will remove your answer if you wish to select another answer. You will receive instant feedback on your answer choice.

Please help us make even more improvements to our training modules by completing the post-course feedback form. 
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A317b: 
 Understanding Requirements for CCTV 
Systems Based on NTCIP 1205 Standard 

 
  

Presenter
Presentation Notes
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Instructor 

Raman K. Patel, Ph.D., P.E.  
President 
RK Patel Associates, Inc. 
New York City, NY, USA 

Presenter
Presentation Notes
Introduction of the Instructor by ITE staff

Dr. Raman Patel has 40 years of experience in the transportation field and has been actively involved in the ITS standards development and standards training program and has served as chair of ITE’s Standards Committee for past 15 years. He is a member of the NTCIP and TMDD committees. 

Raman has close to 30 years experience at the New York City Department of Transportation as Chief of Systems Engineering and seven years at Parsons Brinckerhoff. He is currently teaching ITS and transportation engineering at NYU-POLY in Brooklyn, NY and working on road safety projects in the developing countries.
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Target Audience 
   Engineering staff 
   Traffic management center (TMC)/Operations staff 
   System developers 
   Private and public sector users including manufacturers 
   Traveler and other information service providers  

Presenter
Presentation Notes
Key Message: Key message: This slide outlines the target audience who will benefit from this module. (Engineering staff also includes agency staff engaged in preparing CCTV system specifications).

Examples of audience types and activities that could benefit from this module include: traffic engineering staff who may be preparing project specifications and TMC/Operations staff who may be using CCTV capabilities, manufacturers, system developers involved in CCTV system integration, private and public sector users, and information service providers and manufacturers. 
� 
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Recommended Prerequisite(s) 
I101   Using ITS Standards: An Overview 
A101  Introduction to Acquiring Standards-based ITS 
 Systems 
A102  Introduction to User Needs Identification 
A103  Introduction to ITS Standards Requirements 

Development 
A201  Details On Acquiring Standards-based ITS Systems 
A202  Identifying and Writing User Needs When ITS 

Standards Do Not Have SEP Content 
A203  Writing Requirements When ITS Standards Do Not 

Have SEP Content 
 

Presenter
Presentation Notes
Key message: This slide informs the participants of the initial set of ITS PCB modules that they should take prior to participating in this module. 
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Recommended Prerequisite(s) (cont.)   
 
 
C101 Introduction to the Communications Protocols and   

Their Uses in ITS Applications  
A317a  Understanding User Needs for CCTV Systems 

Based on NTCIP 1205 Standard 
 
 
  
  
  

Presenter
Presentation Notes
Key message: Continued: This slide informs the participants of the additional set of ITS PCB modules that they should take prior to participating in this module. Point out that user needs examples from this module are used in CCTV requirements discussion in this module.



Curriculum Path (Non-SEP) 

I101 
Using ITS Standards: 

An Overview 

A101 
Introduction to 

Acquiring Standards -
based ITS Systems 

A102 
Introduction to User 
Needs Identification 

A201 
Details on Acquiring 
Standards-based ITS 

Systems 

A202 
Identifying & Writing 
User Needs When ITS 

Standards Do Not 
Have SEP Content 

A103 
Introduction to ITS 

Standards 
Requirements 
Development  

A203 
Writing Requirements 
When ITS Standards 

Do Not Have SEP 
Content 

C101 
Intro. to Comm. 

Protocols and Their 
Uses in ITS 

Applications  

A317a 
Understanding User 

Needs for CCTV 
Systems Based on 

NTCIP 1205 Standard 

A317b 
Understanding 

Requirements for CCTV 
Systems Based on 

NTCIP 1205 Standard 

T317 
Applying Your Test 
Plan to NTCIP 1205 

CCTV Standard 
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Presenter
Presentation Notes
Key Message: This slide informs the participants how the various ITS PCB modules are designed to fit together in the curriculum and highlights current module. Point out A103 and A203, which both deal with requirements
 
There are two possible paths a user can follow in implementing systems based on ITS standards. The path to be taken depends on the standards needs to implement the system. This slide shows non-SEP based modules that you should take in the suggested sequence. The CCTV standard was developed without SEP. 

The CCTV standard was developed without SEP. The three sequential CCTV system related modules are: A317a, A317b, and T317. If you take all three, you will be able to understand CCTV system deployment needs and this in turn will help you in project specification preparation.
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Learning Objectives 

 
1. Learn how to develop requirements using the NTCIP 

1205 CCTV standard 
2. Achieve interoperability and vendor-independence   

3. Understand traceability 
4. Incorporate requirements not supported by 

standardized objects 
5. Develop the CCTV system specification 
 

 

Presenter
Presentation Notes
Key Message:  The slide conveys the learning objectives for this module

At the end of the course, the participants will understand the purpose of the CCTV system standard and its structure, what it offers, what is not available in it, and its requirements in this module. Participants will be able to identify and write requirements based on user needs for CCTV system examples covered in in A317a module. The participants will learn how to understand traceability for user needs to requirements (PRL) and requirements to the interface design dialogs and objects. We have identified three generic dialogs that match with objects as provided by the CCTV standard and as practiced by the NTCIP family of standards. 

The purpose is to provide participants with additional skills needed to complete a CCTV system specification. 
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Learning Objective #1— Develop 
Requirements  Using the NTCIP 1205 
CCTV Standard 

 
 

 
 Review the structure of NTCIP 1205 standard 
 Identify requirements from various sources 

 User needs developed in Module A317a  
 Configuration-Control and Monitoring perspectives 
 Content from the SEP-based standards 

 Review criteria for well-formed requirements 
 Develop sample requirements   

Presenter
Presentation Notes
Key Message:  This is an introductory slide with sub-points of the learning objective #1. Within this learning objective discussion we will be covering the following:   

Review the structure of the NTCIP 1205 standard 
Identify requirements from: 
User needs identified in Module A317a. [Remind the students that we have developed user needs in that Module].
Configuration, control and monitoring perspectives 
Content from SEP-based standards 
Review criteria for well-formed requirements 
Develop sample requirements based on user needs examples provided in module A317a: User Needs 




Section 4  
Conformance Groups 

 
 
 
 
 
 

 

Configuration 

Extended   
Functions 

On-Screen  
Menu 

Motion Control 
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Review of the NTCIP 1205 v1.08 Structure   
Learning Objective #1 

Section 1  
CCTV Overview 

Section 2  
General 

Appendix 
Extended Glossary 

 
CCTV 
MIB 

Object 1 

Object 70  

Object 2 

Section 3 CCTV MIB (Objects) 

Presenter
Presentation Notes
Key Message:  Each section of the NTCIP 1205 standard documentation is labeled in a text box, and sequentially animated, starting with CCTV overview section, and Appendix at the end.

The graphical representation will allow relationships between MIB and objects, and related objects to a conformance group (CGs). CGs are later used to deal with requirements.

The supplement explains a fully illustrated CCTV object structure, and contains CGs listing. The instructor will state that the details are provided in the student supplement. 

Section 3 provides CCTV MIB (Management Information Base) and Objects (design solutions). Section 4 lists conformance groups that contain groupings of objects to support a function or functions.

Participants will be reminded that Module A317a discussed the structure of the standard.
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CCTV System Terminology   
Learning Objective #1 

Focus   Presets 

Source: NYCDOT: TMC CCTV Interface 

PTZ 
(Pan-Tilt-Zoom)   

Labeling Iris   

Camera Control  

Presenter
Presentation Notes
Key Message 1: The slide provides a photo of a real-world camera control interface with a camera unit showing PTZ mechanism on which the camera unit seats. [The instructor will set the tone; these terms are heavily used in the field practice and in this module. Therefore proper introduction is needed at the beginning of the module].

What do we do with the camera? Position-Control-Adjust and its functions: Camera position includes panning the camera in the horizontal plane both right and left, and tilting the camera in vertical plane both up and down. Lens adjustment include zooming for wide and telephoto, focus adjustment for far and near. Iris adjustments for both are closed. 

Each term is associated with the purpose: manipulating camera functions remotely with reference to position or adjusting lens as needed by the TMC operator. 

Each term shown on the slide will be briefly explained. Note that each control terminology links to a defined user need in the previous module-A317a. Later we will discuss how requirements for each of these key user needs are developed.

Focus: The process of sharpening a blurred image on a screen, monitor, or any display; adjusting picture to achieve the greatest possible resolution.

Iris: The amount of light transmitted through a lens is controlled by an adjustable diaphragm, or iris, located in the lens barrel. The opening is referred to as the aperture, and the size of the aperture is controlled by rotating the aperture control ring on the lens barrel. 

PTZ: A CCTV camera unit is typically equipped with pan-tilt-zoom movable assembly that allow the operator to adjust the view and observe specific areas: Panning-horizontally; tilting-vertically and Zooming-for far or near view of a location. Not all cameras are equipped with PTZ assembly and one must specify if needed. TMC also deploy fixed location-view cameras on highways. 

Presets: A pre-specified position where a camera is pointed to a fixed point in space. A preset includes pan, tilt, and zoom parameters. Presets are typically programmed by manually adjusting the camera position and lens zoom setting followed by initiating a save command from the camera control system.
 
Labeling: Allows the operator to place a text label on the image, such camera site information, direction or some form of identification.
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 Typical Desired Camera Control Functions 
Learning Objective #1 

Source: NYSDOT 

Presenter
Presentation Notes
Key Message: The slide illustrates a set of desired camera control functions to meet specific user needs. If a TMC operation requires such functions—features to carry out tasks on hand—then both user needs and their requirements must be stated in the specification. 

In Module A317a, we have already identified and defined user needs for such desired functions in a CCTV system, and now in this module we will learn how to develop requirements that deliver such functions. 

For example, the graphic shows what we desire from our CCTV system; Control of Camera, Live Camera  Mode, and PTZ functions. The image of the roadway shown on the right shows our capability to monitor roadway using such control functions. TMCs operators typically use these control functions as part of the user interface to quickly perform range of management tasks using information provided by CCTV images.  

It is therefore important to realize that to procure such an operator (user) interface, we must state the requirements which will be implemented under a separate software requirements process at a later stage.
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CCTV Information Required for Specification   
  

Learning Objective #1 

1. User Needs                         

2. Requirements      

3. Objects (Data)       

4. Dialogs (Generic)      

5. Protocol Requirements List (PRL)    

6. Requirements Traceability Matrix (RTM)    

Available 

Not Available 

Not  
Available 

Presenter
Presentation Notes
Key Message:   The slide stresses that the available information is limited to just objects, and generic dialogs from the NTCIP family.
The basis on which the system interface is to be designed is missing; namely, user needs and their requirements, and traceability tools (PRL and RTM). 
Failure to provide this information will result in an incomplete specification and impact the procurement. We need to eliminate that possibility.
 
 



Requirements are a Translation of  
User Needs 

A translation of needs into a set of individual quantified or 
descriptive specifications for the characteristics of an entity 
in order to enable its realization on examination.  
                                                                -ISO/IEC Guide 25: 1990  

 

Learning Objective #1 

Example 
 
“The CCTV device shall allow the management station 
to remotely turn on or off the camera operation.” 

The burden of design is placed on the device 
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Presenter
Presentation Notes
Key Message: Requirements are different from user needs. This slide uses ISO’s definition to introduce translation of user needs to requirements. The example makes it clear-specific to device what it must do-it is obligated to do as described.

 In other words, the burden is placed on the DEVICE, through a well-formed requirement definition. 

[General: NTCIP 1213 ELMS and 1203 DMS standards uses this definition: A description of a condition or capability to which a system is obligated to conform; either derived directly from user needs, or stated in a contract, standard, specification, or other imposed document. A desired feature, property, or behavior of a system.] 

Additional discussion on requirement definition is provided in the supplement. [INCOSE definition of requirement].

Background information:
Martin, James N., Systems Engineering Guidebook: A Process for Developing Systems and Products, p. 18, defines functional requirements as follows document: Developing Functional Requirements for ITS Projects dated April 2002.”
(1) the necessary task, action, or activity that must be accomplished, or (2) what the system or one of its components must do
A key aspect of the functional requirement is that it addresses what a system must do, but does not address how the system should accomplish the what. In other words, a functional requirement should not go into the details of how to implement the function. This is key to writing good functional requirements.
 
There’s a second aspect of functional requirements that is important. Functional requirements are geared to the business needs a system must satisfy, i.e., they must address those activities that constitute the mission or business objectives of the organization that wants the system; they’re not there to provide “bells and whistles.”   
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User Needs’ Relationship to Requirements 
Learning Objective #1 

Requirement  1 One User Need 

Requirement  1 

Requirement  n 
One User Need   

Requirement  1 Many User Needs 

Presenter
Presentation Notes
Key Message:  User needs’ relationship has several dimensions: One user need may simply be met by just one requirement or may need more than one requirement-one to many. This in turn may lead to a combination of objects-data.

Sometimes several user needs can be addressed by just one requirement—many to one relationships. NTCIP standards lists requirements as main requirements and also sub-requirements.

Background Information
[It should be noted that in the SEP-based standards, this relationship is captured forcefully by the Protocol Requirements List (PRL), and we are teaching in PCB modules how to customize project PRL. This eliminates many potential pitfalls in selection of requirements for each anticipated user need. For example, DMS standard has done it for users. This is NOT the case for CCTV and ASC standards, only two.]
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Approach to CCTV Requirements   
Learning Objective #1 

Utilize User Needs   
From Module A317a 

Configuration, 
Monitoring, and  

Control Perspectives 

 Inputs                                                        

Develop 
 CCTV 

Requirements 
 

___________ 
Project PRL 
Project RTM 

Outputs                                         
Apply 

Two-Steps 
                                          

Presenter
Presentation Notes
Key Message:  Animation is used to define our approach in this module (What we will do; a brief roadmap) to the development of well-formed requirements.

The two boxes on the left are the sources or inputs, the box on right lists three products that will come out of the process used in this module. The next two slides outline the two-step process we have identified.

Where will the requirements end up?
PRL and RTM both contain the CCTV requirements within the project specification. (PRL-Protocol Requirements List, RTM-Requirements Traceability Matrix.) 



Review of a Well-Formed Requirement 

1. Actor identifies who does the action. 

2. Action identifies what is to happen. 

3. Target identifies who or what receives the action. 
4. Constraint identifies how to measure  
       success or failure of the requirement. 
5. Localization identifies the circumstances  
       under which the requirement applies. 
   

Learning Objective #1 

Not all  
requirements  
will have both 

Step- 1 Provide Structure of a Requirement 
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Presenter
Presentation Notes
Key Message: This slide reviews the structure of a Well Formed Requirement. [This was covered in two PCB Modules: A103 and A203; here we are using it in this module].

Actor – Typically the system/subsystem or name thereof

Action – Shall (blank)…

Target – Receives the action

Constraint/Localization – Make it mean something




Review of a Well-Formed Requirement 

1. Necessary: Must be useful and traceable to needs. 
2. Concise: Minimal, understandable, and expressed as a 

shall statement.  
3. Attainable: Realistic to achieve within available resources 

and time. 
4. Standalone: Stated completely in one place. 
5. Consistent: Does not contradict itself, nor any other 

stated requirement. 
6. Unambiguous: Susceptible to only one interpretation. 
7. Verifiable: Requirement can be verified through 

inspection, analysis, demonstration, or test. 
 
 

Learning Objective #1 

Step-2 Include Characteristics of a Requirement 
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Presenter
Presentation Notes
Key Message
List Characteristics of Well-Formed Requirements. These vary slightly depending on the standard or source.

Comment on each one.
Necessary
Must be useful and traceable to needs.
Concise
Minimal, understandable and expressed in a declarative language (e.g. “shall” statements).
Attainable
Realistic to achieve within available resources and time.
Standalone
The requirement is stated completely in one place. Not grouped. 
Consistent
Does not contradict itself, nor any other stated requirement.
Unambiguous
Susceptible to only one interpretation.
Verifiable
Must be able to determine that the requirement has been met through one of four possible methods: inspection, analysis, demonstration, or test.



Developing Well-Formed CCTV Requirements   
Learning Objective #1 

21 

Provide a  
Structure   

Incorporate  
Characteristics   

Types of  
CCTV 

Requirements   

Applying  
Two-Steps   

Presenter
Presentation Notes
Key Message: This slide combines the messages (structure/characteristics) from the previous two slides to develop a well-formed requirement and apply to types of CCTV requirements.
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Types of CCTV Requirements 
Learning Objective #1 

Architectural  
Requirements 

Supports  
general communication capabilities. 

SNMP Interface 

Data Exchange  
Requirements 

Supports 
Device feature-functions. 
  Pan-Tilt-Zoom 

Supplemental 
Requirements 

Not covered above  
Special project need  
  Local 

NTCIP Aim is to Achieve   __________________  Remote Management 

Presenter
Presentation Notes
Key Message:  The very first point: For CCTV, the needs and requirements that generate primarily come from remote control. The list of user needs and requirements is limited to parameters, controls, and status information that relate to communications aspects ONLY.

With that said, open with reminder that with requirements we achieve remote management of a CCTV device. We have covered this aspect in previous modules.

First Animation with Text Boxes:  The architectural requirements relate to the communications capabilities between two entities: Management Station and Field Device. Explain that such requirements will become part of the project specification. Configuration requirement is a good example.

Second animated box deals with data exchange requirements that supports device operation-functions-features: For example, Pan-Tilt-Zoom function control.

Last box states supplemental requirements, not a concern in CCTV system application.

Summary statement the instructor will make: These architectural requirements are common to all NTCIP devices, and we have gained from SEP-based standards such as DMS or ESS, where these requirements are well-organized and documented. We can easily adopt them for CCTV system specification. Data exchange requirements are unique to a device-CCTV in our case. [Note that requirements related to NTCIP 1201 GO Configuration requirements are already available and it is NOT the subject of this standard.]
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Organization of Requirements  

 
    SAMPLE CCTV REQUIREMENTS 

 
3.1  Background Information 
3.2  Architectural Requirements 
 3.2.1 Provide Live Data   
 3.2.2 Provide Off-Line Logged Data       
3.3  Data Exchange Requirements 
 3.3.1 Managing Configuration  
 3.3.2 Camera Control 
 3.3.3 Monitoring Status 
3.4  Supplemental Requirements    

Learning Objective #1 

See Student 
Supplement 
for Details   

Presenter
Presentation Notes
Key Message: This slide explains organization of a Sample CCTV Requirements. Student supplement page 12 provides further details on sample requirements  

Why this format is needed?
The instructor will state that we need to assign an identifier and short title for each requirement so that we can enter them in both PRL and RTM. At this point both PRL (Protocol Requirements List) and RTM (Requirements Traceability Matrix) are spelled out. All SEP-based NTCIP standards (DMS, ESS etc.) have documented Requirements and entries in PRL/RTM with Section 3 designation. To maintain consistency, we have also adopted Section 3 for the CCTV Requirements.

The text box in this slide is animated to alert students to refer to page 12 of the supplement for detailed discussion and listing of CCTV requirements.

 

 

 



1. Retrieve data from a device 
2. Deliver data to a device  
3. Explore data in a device 
4. Manage access levels to the device 
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Architectural Requirements 

 Requirements related to communications between a 
central Management Station and the CCTV Device  

 
  

 
 

 
 

  
 
 

Learning Objective #1 

Management 
Station 

CCTV  
Device 

Presenter
Presentation Notes
Key Message:  First Animation with Text:  The architectural requirements relate to the communications capabilities between two entities (across interface): Management Station and Field Device. Explain that such requirements will become part of the project specification. (What is happening and Do this now) 

Second animation text: Architectural requirements supported by NTCIP 1205:

Provide Live Data - allowing the management system to monitor and control the device by issuing requests (e.g., requests to access information, alter information, or control the device). In this environment, the device responds to requests from the management station immediately (e.g., through the provision of live data, success/failure notice of information alteration, or success/failure of the command). 

(What happened) Provide Offline Log Data (retrieve data)- Some operational environments do not have always-on connections (e.g., dial-up links). In such environments, a transportation system operator may wish to define conditions under which data will be placed into a log, which can then be uploaded at a later time. For example, the operator may wish to maintain a log of when the cabinet door is opened. 

 
[There is also a need-and requirements-for providing compressed data-but it is not useful for CCTV applications, at least not a common one and will not be discussed].

Summary statement the instructor will make: These architectural requirements are common to all NTCIP devices, and we have gained from SEP-based standards such as DMS or ESS, where these requirements are well-organized and documented. We can easily adopt them for CCTV system specification.



25 

Architectural Requirements Supported by 
NTCIP 1205 Standard                                    

   Provide Live Data: Monitor-Control CCTV System  
when Connected  

 
 
 

 
  

 
 
 

Provide Off-line Log Data: Retrieve Log Data when  
NOT-Connected (Example: Dial-Up Links) 

  
 
 

Learning Objective #1 

Management 
Station 

CCTV  
Device 

Management 
Station 

CCTV  
Device 

Presenter
Presentation Notes
Key Message:  Two situations are explained: First Animation with Text:  The architectural requirements relate to the communications capabilities between two entities (across interface): Management Station and Field Device. Explain that such requirements will become part of the project specification. (What is happening and Do this now) 

Second animation text: Architectural requirements supported by NTCIP 1205 standard:

Provide Live Data - allowing the management system to monitor and control the device by issuing requests (e.g., requests to access information, alter information, or control the device). In this environment, the device responds to requests from the management station immediately (e.g., through the provision of live data, success/failure notice of information alteration, or success/failure of the command). 

(What happened) Provide Offline Log Data (retrieve data)- Some operational environments do not have always-on connections (e.g., dial-up links). In such environments, a transportation system operator may wish to define conditions under which data will be placed into a log, which can then be uploaded at a later time. For example, the operator may wish to maintain a log of when the cabinet door is opened. 

 
[There is also a need-and requirements-for providing compressed data-but it is not useful for CCTV applications, at least not a common one and will not be discussed].

Summary statement the instructor will make: These architectural requirements are common to all NTCIP devices, and we have gained from SEP-based standards such as DMS or ESS, where these requirements are well-organized and documented. We can easily adopt them for CCTV system specification.



3.2.1 Provide Live Data              [Requirement] 
 3.2.1.1 Retrieve Data        
 The CCTV device shall allow the management 
 station to retrieve data from the camera control 
 receiver. 
 3.2.1.2 Deliver Data 
 The CCTV device shall allow the management 
 station to deliver data (e.g. configuration data, 
 commands etc.) 
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Where do Architectural Requirements Come 
from?   

Learning Objective #1 

  Example: Operational User Need: Provide Live Data   

Presenter
Presentation Notes
Key Message:  This slide makes a strong point at the outset: CCTV User Needs dictate requirements. The instructor will repeat this theme often.

Here ONE user need dictates ONE requirement, one of many requirements that may emerge. [The link between UN and Req. is a core teaching point].




3.2.2 Provide Off-Line Logged Data              [Requirement] 
 3.2.2.3 Retrieve Logged Data  
 The CCTV device shall allow the management station 
 to retrieve one or more available logged data from 
 the event log. 
 3.2.2.4 Clear Log 
 The CCTV device shall allow the management station 
 to  clear any or all log entries of a given event class. 
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Where do Architectural Requirements Come 
from?  (cont.) 

Learning Objective #1 

  Operational User Need: Provide Off-Line Data   

Presenter
Presentation Notes
Key Message: Additional examples of requirements are presented.
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 Data Exchange Requirements 
Learning Objective #1 

Source: NYCDOT 

Center-to-Field 
Communications 

  

 Requirements to: 

 Manage the CCTV Device Configuration 

 Control the CCTV Device  

 Monitor the Status of the CCTV Device  

Example of Multiple Devices Sharing a Channel 

Presenter
Presentation Notes
Key Message: This slides identifies three types of requirements for the data exchange with the device. Examples of well-formed requirements will be given later. 

[Note: to be consistent and correct, we have called these requirements Data Exchange type. No other term is used. CCTV standard is very specific about “device configuration,” ONLY mandatory requirement set by the NTCIP 1205, the rest are optional. The camera will work as long as it is configured properly. Then only, if you desire, the control and monitor functions will work from a management station.]

The instructor will say that the SEP based standards such as DMS-ESS-ELMS have organized data exchange requirements, but this is not done by Non-SEP based CCTV standard. We need to organize CCTV requirements from the following three perspectives.

Configuration requirements include retrieving the CCTV  camera characteristics such as type (Dome-Fixed), category, and location (NB-SB information, and other configuration parameters
Monitoring requirements include retrieve camera physicals such as enclosure.
Control of camera functions

First animation will show Management Station-Device interface and link. This photo shows both a traffic signal and CCTV camera; both are wirelessly communicating to the TMC. Both device can share the medium and all three functions are performed for both devices. Although this is NOT a typical set up, participants must be told how to consider such possibility or user need.
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Where do Data Exchange Requirements 
Come from?   

 We have discussed well-written user needs in Module 

A317a  [Please refer to Module A317a supplement] 

 Examples of titles of CCTV User Needs: 

Configure a CCTV Device 

Move and Control Camera in the Field 

Set-Up a Camera Tour 

Set-Up Zones 

Share Video Images 
 
    

Learning Objective #1 

CCTV User Needs Dictate Requirement(s) 

Presenter
Presentation Notes
Key message:   The process of identifying CCTV requirements now begins. This slide states at the outset: CCTV User Needs dictate requirements. The instructor will repeat this theme often. [In this module, we are making use of what was discussed in A317a].

This is NOT a complete list of all potential CCTV user needs but it does provide us with titles of some user needs. We will use these user needs to develop requirements in this module.

 



Providing the Structure to a Requirement    

Requirement:   Remotely Configure a CCTV Device   

The CCTV device  shall allow the management station to 

remotely configure the camera preset positions for  a 

maximum number or 255. 

Learning Objective #1 

Title of a User Need “Configure a CCTV Device”   

ACTOR 

ACTION 

TARGET 
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Presenter
Presentation Notes
Key Message:  Using an example of a user need title that leads us to the ensuing requirement, the example requirement identifies components of the structure that should be present in the text description. They provide a foundation (What should be required) in a textual statement. Who is the main device that provides the capability at the request of central station-Actor, what capability-Action and what specific functionality will be affected within the device-the Target. 

[User Need is designated as 2.0 section; Requirement is given 3.0 section number]

Animation is used to display Actor, Action, and Target emphasis.
  
The instructor will discuss the highlighted text and the structure, statement, and its meaning. 

Next slide takes the message to a higher level by assessing textual aspects for consistent meaning. 

 



Assessing Characteristics of a Requirement  
Learning Objective #1 

Necessary? Concise? Attainable?  Standalone? 

Consistent? 

3.3.1.1 Configure Range Maximum Presets 
 
The CCTV device shall allow the management station to 
select a preset from the preconfigured range of 1-xx to 
enable quick monitoring operation for a user defined 
timeframe. 

Unambiguous? Verifiable? 
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Presenter
Presentation Notes
Key Message:  This example is designed to assess the presence of each of the 7 characteristics, one at a time. Animation is used for each.
 
Detailed analysis is NOT necessary here, but importance of applying it is. 

These characteristics have been reviewed in two modules: A103 and A303.

Comment on each one.
Necessary
Must be useful and traceable to needs.
Concise
Minimal, understandable, and expressed in a declarative language (e.g. “shall” statements).
Attainable
Realistic to achieve within available resources and time.
Standalone
The requirement is stated completely in one place. Not grouped. 
Consistent
Does not contradict itself, nor any other stated requirement.
Unambiguous
Susceptible to only one interpretation.
Verifiable
Must be able to determine that the requirement has been met through one of four possible methods: inspection, analysis, demonstration, or test.
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 3.3.2.4  Pan Control 
Learning Objective #1 

 

The CCTV device shall allow the management station              

to remotely control a camera position horizontally               

(Pan- 0º to 360º) .This requirement applies to both the 

primary management station and a backup TMC facility. 

Unambiguous? Verifiable? 

Ensures Structure + Characteristics 

ACTOR 

TARGET 

ACTION 

Presenter
Presentation Notes
Key Message: Instructor will ask a rhetorical question? Is this requirement a well-formed one? Let’s examine it. 

This slide shows two sub-requirements together (but can be written separately as well). Their titles are separate (each has an individual data concept). Not all cameras are equipped with PT (Pan-Tilt) functions. Therefore it is very important to write such a requirement that is well-formed for acquiring PT capability (through a user need description).

Point out why this is a well-formed requirement: elements of structure and characteristics are reviewed for presence in the text.
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3.3.2.5   Tilt Control 
Learning Objective #1 

 

The CCTV device shall allow the management station              

to remotely control a camera  Vertically    (Tilt-is ±90º).    

This requirement applies to both the primary management 

station and a backup TMC facility. 

Unambiguous? Verifiable? 

ACTOR 

TARGET 

ACTION 

Ensures Structure + Characteristics 

Presenter
Presentation Notes
Key Message: Instructor will ask a rhetorical question: Is this requirement a well-formed one? Let’s examine it.  

This slide shows two sub-requirements together (but can be written separately as well). Their titles are separate (each has an individual data concept). Not all cameras are equipped with PT (Pan-Tilt) functions. Therefore it is very important to write such a requirement for acquiring PT capability (through a user need description).

Again, this examples reviews structure and characteristics present in a well-formed requirement.





3.3.2.6 Zoom Operation 

The CCTV device shall provide a motorized camera-lens 

equipped with zoom capability to allow management station 

to remotely adjust lens for a wide and telephoto views. 
 
  
   
  
    

 
  

  
 

34 

Learning Objective #1 

Source: NYCDOT 

ACTOR 

TARGET 

ACTION 

Standalone 
Necessary 
 
Attainable 
 
 

Presenter
Presentation Notes
Key message:  Instructor will ask a rhetorical question: Is this requirement a well-formed one? Let’s examine it. 
The photos shown here convey how a well-formed requirement will deliver capability for a zoom operation in two different situations. Photo on the left provides a wider view of zoom operation to provide inspection details. Photo on left us a telephoto view that allows assessment of impact area-affected region. Both are used at TMC during emergencies, as shown here.

This requirement is well-formed to provide the operator with a capability to adjust the lens so that the operator can get a closer view-wider area, gain more details and far view–telephoto. To measure impact. This is the most common requirement found in a CCTV system projects. (zoom operation  for near and far view.)


General:
Introduce terms while discussing a particular requirement as applicable:

Auto Focus – Lens is automatically set to correct illumination
Auto Iris – Iris opening is automatically adjusted to allow the correct illumination
Auto Pan – Camera pans continuously between 2 set positions
Pan - Camera movement in the horizontal direction 
Pre Set / Pre-position / Privacy Zones – Segments of the field of view of the camera where the video signal is blanked to prevent from being seen
Tilt – Camera movement in vertical direction
Zoom – Changing the effective focal length to allow different fields of view



3.3.1.15   
Timeout Limit of a Zoom Operation 
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Learning Objective #1 

 The CCTV device shall allow the management station to 

adjust timeout of a zoom motion of the lens to continue 

for up to 655535 milliseconds without a reissue of a 

zoom command.  

 

Zero means timeout feature is not supported 

Ensures Structure + Characteristics 

Presenter
Presentation Notes
Key message: What makes this requirement a well-formed one?  In this example, we have addressed structure and characteristics as they apply, and avoided ambiguity in terms of time out limit by providing a specific number is inserted.  A well-formed requirement must capture attainable capability within the standard.

The slide introduces, one UN to many requirements relationship. This sub-requirement is linked to previous one; both are used together to specify zoom operations. Both are made Mandatory by the NTCIP 1205. 



Presenter
Presentation Notes
Placement slide: To be used prior audience exercise/activity in which they choose from multiple choice selection.
The next slide is the question slide and it should have multiple choices and indicate the correct answer/s on one slide. 

We are now ready for a pop-up quiz. Use your computer mouse to select your answer on the screen and select submit. There is only one correct answer. 




  

Learning Objective #1 
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Which of the following is a well-formed 
requirement? 
 

a) The CCTV device shall allow the management station 
to retrieve current status of the device features from 
the camera control receiver. 

b) The camera position must be controllable by the TMC. 
c) Operator needs to monitor current temperature 

condition inside the camera enclosure. 
d) TMC staff shares camera controls with the 

maintenance personnel located at another building.  
 

Presenter
Presentation Notes
Key Message:  This exercise is designed to clarify difference between a user need and a well-formed requirement. 



Review of Answers  
Learning Objective #1 

38 

 
a) The CCTV device shall allow the management station 

to retrieve current status of the device features from 
the camera control receiver. 

 
 

Correct, because this requirement ensures structure 
and characteristics. 

Necessary                 Standalone 
Concise                     Consistent  
Attainable                  Unambiguous        Verifiable 

Presenter
Presentation Notes
Key Message:  For correct answer a, the instructor will STRONGLY conclude that structure and characteristic make the requirement complete and usable in the acquisition process.

The CCTV device shall allow the management station to retrieve current status of the device features from the camera control receiver.

CCTV Device = Actor
Retrieve = Action
Receiver = Target



Review of Answers 
Learning Objective #1 

39 

 
  
b) The camera position must be controllable by the TMC 

operator. 
      Incorrect, because this represents a user need. 

 
c) Operator needs to monitor current temperature 

condition inside the camera enclosure. 
      Incorrect, because this is a user need statement. 

 
d) TMC staff shares camera controls with the 

maintenance personnel located at another building.  
            Incorrect, because this is a user need statement. 

 
 

Presenter
Presentation Notes
Key Message:   Incorrect answers are discussed.
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Summary of Learning Objective #1 
  

 Reviewed the structure of the standard  
 

 Learned how to identify types of CCTV requirements 
from various sources 

 
 Discussed criteria for writing well-formed requirements 

and developed examples 
 
 Additional examples of requirements are provided in the 

supplement 

Develop requirements using the NTCIP 1205 
CCTV standard 

Presenter
Presentation Notes
Key Message: The slide summarizes key points covered in the discussion about the learning objective #1.



Learning Objective #2 — Achieve 
Interoperability and Vendor-Independence  
 
  
 Understand SNMP interface and dialogs 
 Understand NTCIP objects 
 Develop sample dialogs   
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Presenter
Presentation Notes
Key Message; Introduces the Learning Objective 2 and its sub-bullets. The focus is placed on how SNMP interface and dialogs work to gain interoperability and vendor-independence. 

 SNMP-Simple Network Management Protocol Consult Module C101- Intro to the Communications Protocols & Their Uses in ITS Applications  
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Understanding Interoperability and  
Vendor-Independence 

       Learning Objective #2   

Compatibility  

New Camera   

   Old Camera   

Interchangeability 

NTCIP 

Interoperability 

Presenter
Presentation Notes
Key message: The slide discusses three key concepts in one place: Compatibility, interoperability, and interchangeability as applied in the industry context. 

First animation (from left to right) brings up the title and management station with NTCIP on a channel; next animation is a graphical illustration of compatibility (without interfering each other) that is shown, followed by interoperability (types of devices). The final point is the interchangeability (vendor-independence-different vendors).

The instructor briefly states the IEEE 610 std. definition of each concept (see below) and explains how they affect users and what benefits we derive by properly stating requirements. Since these definitions have been dealt with several times in modules, details are Not necessary.

Compatibility: The ability of two or more systems or components to perform their required functions while sharing the same hardware or software environment. 
Interoperability: The ability of two or more systems or components to exchange information and to use the information that has been exchanged.  


 
[Panel, please note that this slide was used in A313a successfully. This developer does not wish to deviate too much from what has already been explained.]



SNMP Interface 

 SNMP Interface consists of the SNMP, dialogs, and 
messages 
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SNMP Manager 
 

Management Station 

SNMP Agent 
 

CCTV Device 

Learning Objective #2 

Presenter
Presentation Notes
Key Message:  The SNMP interface includes the SNMP protocol, generic dialog to exchange messages, and message content based on objects’ variable bindings as part of the PDU-protocol data unit. PDU is the core of the message and it may contain multiple variable bindings as varBindList.

The interface is a software that serves communications between SNMP Manager (software) in the central management station and the SNMP agent (software) embedded in the device firmware (software). 

The protocol requirements are specified in the NTCIP 1103 and normative in NTCIP 1205. The device conforms to the SNMP as described in the NTCIP 1103 standard.

Students are directed to C101 module for SNMP details.
  




SNMP Messages 

1. Get message  to read data (retrieve) 

2. GetNext message to retrieve more data  

3. Set message to write data (control) 

 
Each message is a Command and Contains a  
Protocol Data Unit (PDU)   

 
[Details Provided in Module C101 and NTCIP Guide] 
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Learning Objective #2 

Presenter
Presentation Notes
Key Message:  The SNMP message contains a PDU-protocol data unit. Each message has a unique PDU-serves a specific command.

Next slide will discuss content of a PDU. 

 
General
More details are available in the NTCIP Guide and C101 module-Intro to the Communications Protocols & Their uses in ITS Applications.  




rangeMaximumPresets OBJECT-TYPE 
SYNTAX INTEGER (0..255) 

ACESS  read-only 

STATUS  mandatory 
DESCRIPTION “A preset is the pre-specified 
position where a camera is pointed to a fixed point 
in space……” 
 

::={cctvRange1} 

Source of PDU Data: Object 
            

Learning Objective #2 

 Structure of an Object is Based on  
     Abstract Syntax Notation 1 Language (ASN.1) 
  
 

1. Object’s name 

2. Data type value range 

3. Aces limitations 
4. Conformance 

requirement 
5. Human readable 

description, states 
purpose 
 

6. Object Identifier (OID) 

 Integer is a “value” which is manipulated 
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Presenter
Presentation Notes
Key Message: An object is a standardized data (data element) defined by the Abstract Syntax Notation 1 language. With its six key part human-readable structure a defined object provides design content to carry out a device function or functions: 

Object Type (Name)
Syntax
Access
Status (optional/mandatory) 
description  
Object ID (OID)   

Our focus is on the syntax which provides a Value that represents a particular device functions (through syntax 0..255), which is then used to manipulate the a function. Each value  becomes a part of SNMP message PDU along with an unique OID (name). 

The next slide explains the (OID, value) pair. This pair is coded as part of the message.


By changing variable’s value:  

An example with full details is provided later. 



Formation of PDU Data: varBind 
  
Example  

 

 
  

  

Learning Objective #2 

varBind 

ra
ng

eM
ax

im
um

Pr
es

et
s 

 

       32 

SYNTAX INTEGER  
(O..255) 

::={CCTVRange1} 

OID, 
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Presenter
Presentation Notes
Key Message:  Following up on the discussion on the structure of an object, we state “data content” of an SNMP PDU. (Please note that CCTV system ONLY uses SNMP).

OID part of the content provides location of the object in the MIB organization and decimal 32 is a variable-how many presets. The integer 1 to 32 is assigned for preset location. If a requirement dictates 32 in the statement, then the device vendor MIB must provide for capability of 32 integer assignments. 

 More discussion is provided in modules A203 and A317a.



Formation of an SNMP Message 

 
 
 

                              
 

 

Learning Objective #2 
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Request  
ID 

Error  
Status 

Error 
Index VarBindList PDU 

Type 

DLC-Data Link Control Layer  

SNMP PDU 

SNMP PDU UDP Header 

IP Header Transport PDU 

DLC Header Network PDU 
See NTCIP Guide for Details 

{OID, 32},… 

VarBindList Encapsulated in the Message 

Presenter
Presentation Notes
Key message: This slide shows the beginning of how a typical message is developed. This is very important for specification writing. Two steps are shown here that reveal structure parts.

[The need for this slide is only for continuity-flow. Some technically-astute students may wonder what happens to a varBind? It is Not necessary to teach how a SNMP message is formed.]



    

Learning Objective #2 

Generic SNMP Dialogs for Messages 
 

D.1   SNMP Get Interface Used to Retrieve Data from 
 the Device 

 
D.2  SNMP Get-Next interface Used to Retrieve More Data 
 
D.3  SNMP Set Interface Used to Send Data to the  Device 
 
 
   

Management  
Station 

 

 
CCTV 

 
 Device 

request message   
  
response message 
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Presenter
Presentation Notes
Key Message: The diagram shows a request from the management station and a response message from the device. Together these two messages form a dialog. A dialog is an equivalent of a human voice conversation between people.

There are three generic dialogs identified in the NTCIP-based SNMP operation:D.1 and D.2 are designed to retrieve (READ operation) data from the device, D.3 is designed to perform (SET or WRITE operation) a certain operation.

The next three slides illustrates how each dialog is conducted for a communication between a management station and a Camera Control Receiver. 



    

Learning Objective #2 

D.1 Generic SNMP Get Interface Dialog      
 

Camera Control Receiver 

Management station retrieves data from the device with a 
GetRequest (GET), the device responds with a GetResponse 
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Presenter
Presentation Notes
Key Message: D.1 generic SNMP Get Interface allows management station to retrieve data from the device.
 

[For later use 508 Compliance text:  there is a figure on this slide showing a Unified Modeling Language (UML) sequence diagram. This sequence shows the sequence of events to perform a GET operation, with a stick figure representing the Management Station that issues the GET command. A box to the right represents the controller, which receives the command, processes it, assembles the response package, and sends it back to the requesting management station.]




    

Learning Objective #2 

D.2 Generic SNMP Get-Next Interface Dialog   
 Management station retrieves more (table) data from the device with 

a  GetNextRequest (GET), the Device responds with a 
GetResponse 

Camera Control Receiver 
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Presenter
Presentation Notes
Key Message: D.2 Generic SNMP Get-Next Interface allows to retrieve more data-from table entries-as desired by the CCTV management station. 
 

508 Compliance text:  there is a figure on this slide showing a Unified Modeling Language (UML) sequence diagram. This sequence shows the sequence of events to perform a GET operation, with a stick figure representing the Management Station that issues the GET command. A box to the right represents the controller, which receives the command, processes it, assembles the response package, and sends it back to the requesting management station.




    

Learning Objective #2 

D.3 Generic SNMP Set Interface Dialog  
 

Camera Control Receiver 

Management station sends data to the device with a  
SetRequest (SET), the device responds with a GetResponse 
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Presenter
Presentation Notes
Key Message: D3 Generic SNMP Set Interface dialog allows to set a function as desired by the management station. 
 
[D3 Generic SNMP Set Interface allows to set a function as desired by the management station. This is a “WRITE” operation.] 





Presenter
Presentation Notes
Placement slide: To be used prior audience exercise/activity in which they choose from multiple choice selection.
The next slide is the question slide and it should have multiple choices and indicate the correct answer/s on one slide. 

We are now ready for a pop-up quiz. Use your computer mouse to select your answer on the screen and select submit. There is only one correct answer. 
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Learning Objective #2   

Which Generic SNMP Interfaces will allow the operator to 
monitor the current temperature within the camera 
enclosure? 
  
Answer Choices 
 
a) SNMP SET Interface 
b) SNMP Get Interface 
c) SNMP GetNext Interface 
d) Any one of the above 
 

Presenter
Presentation Notes
Key message:  This slide presents four related concepts. This exercise tests their understanding of each concept. 




54 

     Learning Objective #2    Review of answers 
a) SNMP SET Interface 
     Incorrect, because SET operation alters (WRITE) the 

device behavior, not used for monitoring. 
 

b)   SNMP Get Interface 
      Correct, because Get operation retrieves (READ) 

current data about the current temperature value.  
 

c)   SNMP GetNext Interface 
      Incorrect-Perhaps; because for single reading, Get is 

the appropriate operation, however, GetNext is 
typically used to read multiple objects in a table.  

 

d)  Any one of the above 
     Incorrect, because each interface performs a specific 

operation. Monitoring requires a Get operation.  
 

Presenter
Presentation Notes
Key message: This exercise has clarified SNMP interface concepts, how each works. 

Answer C, GetNext is typically not used for retrieving a single variable, but it can also work.





Ensuring Interoperability  
Specification must select the same Objects-
Messages-PDUs and Dialogs 
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Learning Objective #2 

Camera 
Control  

Receiver   

Dialogs 
 

D.1 
 

D.2 
 

D.3 
 PDU  

 varBindList  

GetRequest 
 

GetNextRequest 
SetRequest 

 
GetResponse 

 MIB-Objects   

Presenter
Presentation Notes
Key Message:   To ensure interoperability, we must select the same objects in the device MIB (if one deploys cameras from multiple vendors or multiple centers operation). Use of same dialogs and data will be needed for interoperability.

The sequence is animated in three parts: First box highlights objects-messages-PDUs, second box brings up dialogs and last part is control of a CCR.

Instructor Note:  Summarize the content as: an object represents a “function” or “feature” of a camera unit, such as Pan-Tilt and is found in the CCTV MIB. The CCTV MIB (objects) is incorporated in the camera agent software as part of the firmware by the vendor. Using the messages in a dialog, the Management Station (SNMP) manipulates objects located in the camera agent software to control the camera.
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Example: Requirement for the SET 
Operation 
 

Learning Objective #2 

    

 D.3.1 Support of SET Operation 

The CCTV device shall allow the management station to 

perform the SET operation on any supported object   

indicated in in the CCTV specification RTM. 

Actor                         

 
Unambiguous-Necessary 

                 
Action                              

                 
Target                            

Presenter
Presentation Notes
Key Message:  This sample example of a SET operation dialog uses presets example used earlier. Again, point out that the requirement is well-formed with necessary structure and characteristics.
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 Example: Requirement for Presets [Slide 30] 
  

  

Camera  
Control 

Receiver 

Management 
Station 

OID, 32 

Learning Objective #2 

“The CCTV device shall allow the management station to select a preset 
from the preconfigured range of 1-xx to enable quick monitoring operation 
for a user defined timeframe.” 

Presenter
Presentation Notes
Key Message: [This may NOT be a perfect way to depict a coded HEX message, but it does shows where a presets number go and role a well-developed requirement plays in an implementation] 

The instructor will begin by saying: “Remember, slide 30, Requirement for range of presets configuration? Well, now we see how that is implemented.”

requirement generated a pair of varBInd  [OID, 32}

Here is the SET operation, message with varBindList, {OID, 32}. Integer 1 is assigned to location 1, 2 to Location 2 and 32 to location 32 by the operator.

Whichever location the user requests, camera control receiver will jump the camera to that position. Thus the Requirement, the Message, and The Dialog are connected though Design Process. Later we will discuss how we can trace a requirement to design concepts.

A response message is sent to the management station.
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Summary of Learning Objective #2 
  

  
 Discussed SNMP interface and dialogs for 

communications   
 
 Discussed interoperability and interchangeability  

 
 Reviewed a sample dialog with a message content 

Achieve Interoperability and Vendor-Independence  

Presenter
Presentation Notes
Key Message: LO #2 is about operational needs and how they are met by the standard. This slide reiterates what we covered in this learning objective. 

[This exercise has clarified key concepts before we discuss more complex issues.]  



Learning Objective #3 — Understand 
Traceability  
 
 
 User needs to requirements traceability 
 Requirements to design traceability 
 Benefits of documenting a traceability 
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Presenter
Presentation Notes
Key Message: Outlines what we will discuss in this learning objective.



What is traceability? 

 Traceability is the ability to follow or study the logical 
progression among the needs, requirements, and design 
details in a step-by-step fashion”. 

                                     -SEP Based-NTCIP 1204 ESS standard, page 7 
 

 Traceability of requirements to user needs is 
achieved with a Protocol Requirements List (PRL) 
 

 Traceability of design concepts to requirements is 
achieved with a Requirements Traceability Matrix 
(RTM) 
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Learning Objective #3 

Presenter
Presentation Notes
Key Message: The discussion on the learning objective begins with the definition of traceability. The NTCIP 1204 ESS standard (page 7) based definition is used to quickly connect to the SEP-based standard which does have a Protocol Requirement List- a Matrix- for traceability. 

 
Traceability of requirements to user needs in backward direction and to design concepts in the forward direction is accomplished by PRL and RTM respectively.



Traceability Matrix — PRL 

 SEP-based NTCIP Standards provides a format to trace 
requirements to user needs 
 
 
 
 
 
 

 CCTV standard does not provide a PRL  
 
      
 
                                      61 

Learning Objective #3 

UN  
ID 

   User Need RQ.  
ID 

Requirement Additional Specs.  

 
  
  

      
    
    

Each requirement is traced to   
at least one user need 

Presenter
Presentation Notes
Key Message:  The PRL Format is shown and each part is introduced. [note that two additional columns-conformance and Project Requirement are not needed in a project PRL and not shown above, but they are present in all SEP-based standards.
 
Each requirement is traced to at least ONE user need. 

NTCIP 1205 CCTV standard does provide configuration groups that list design objects, but does not provide a PRL, but we will learn to develop one in this module.
 
 

 
 



Preparing a Project Level PRL 
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Learning Objective #3 

UN ID 

User    
Need 

RQ. ID Requirement Additional Specs.  

1.0 
  
  

Configure 
CCTV 
Device 

3.3.1  Data Exchange Requirements for 
Managing Configuration 

3.3.1.1 Configure Range Maximum presets 32 for Dome   
3.3.1.2 Configure Range-Pan Left Limit 
3.3.1.3 Configure Range-Pan Right Limit 
3.3.1.4 Configure Range Pan Home Position 

3.3.1.5 Configure True North Offset 

3.3.1.6 Configure Range Iris Limit 
3.3.1.13 Configure Timeout Pan 
3.3.1.16 Configure Timeout Focus 

3.3.1.19 Configure Label Table 

Presenter
Presentation Notes
Key message:  The objective is to first explain the table: This slide begins the process of project-specific CCTV PRL and deals with a sample UN 1.0 with multiple example requirements shown in second column. Please note this listing is ONLY an example. Additional entries may be needed in a real Project PRL.
 
Additional User Needs and their requirements will also be derived from the NTCIP 1201, but not shown here. 
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Additional PRL Entries: Camera Control 

  
 

UN ID    User 
Need 

RQ.  
ID 

Requirement Additional Specs.  

 
2.0 
 
 
 
  

 
Remote 
Camera 
Control 

3.3.2  Camera Control 

3.3.2.1 Preset Go to Position 

3.3.2.2  Move Camera to a Stored Position 

3.3.2.6  Zoom Operation 

3.3.2.4  Camera Position Horizontally (Pan) 0º to 360º 

Learning Objective #3 

Additional requirements on camera movements are stated in the last 
column. More User needs and Requirements can be added as per table 
format. 

Presenter
Presentation Notes
Key message:  This slide shows how to populate the PRL with camera control requirements. 
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Additional PRL Entries: Monitoring a CCTV 
Device 

  
 

UN ID    User 
Need 

RQ.  
ID 

Requirement Additional Specs.  

 
3.0 
 
 
 
  

 
Remote 
Monitoring 

3.3.3 Status condition within the device   

3.3.3.2 Temperature 

3.3.3.2 Pressure 

3.3.3.2 Washer fluid 

3.3.3.3 ID Generator   

Learning Objective #3 

Additional requirements on camera movements are stated in the last 
column. More User needs and Requirements can be added as per table 
format. 

Presenter
Presentation Notes
Key message:  This slide shows how to populate the PRL with camera control requirements. 



Benefits of the Project PRL 

 PRL shows relationship of user needs (features) to 
requirements 

 As a primary tool for specifying the NTCIP 1205 
interface, developers, vendors and users are 
“connected” to the project’s objectives 

 Completed project PRL in the specification becomes a 
checklist in a validation process: “Did the CCTV 
system meet my user needs?” 

 Eliminates “guess-work”  
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Learning Objective #3 

Presenter
Presentation Notes
Key message:  PRL provides a significant guidance to specification. PRL links at least one user need to a requirement. If a user need is not there, a requirement does not exist.

This slide lists four key benefits.
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Learning Objective #3 

Preparing a Project Level RTM 
  

RQ. ID Requirement Dialog Object Reference and  
Title NTCIP 1205 Section 3   

3.3.1  Data Exchange Requirements for 
Managing Configuration 

D.3 Generic SNMP SET Interface 

3.3.1.1 Configure Range Maximum presets 3.2.1      rangeMaximumPreset 

3.3.1.2 Configure Range-Pan Left Limit 3.2.2      rangePanLeftLimit 

3.3.1.3 Configure Range-Pan Right Limit 3.2.3      rangePanrightLimit 

3.3.1.4 Configure Range Pan Home Position 3.2.4      rangePanHomePosition 

3.3.1.5 Configure True North Offset 3.2.5      rangeTrueNorthOffset 

3.3.1.6 Configure Range Iris Limit 3.2.10    rangIirisLimit 

3.3.1.13 Configure Timeout Pan 3.3.1      timeOurPan 

3.3.1.16 Configure Timeout Focus 3.3.4      timeOutFocus 

3.3.1.19 Configure Label Table 3.11.2     labelTable 

Presenter
Presentation Notes
Key message:  This slide introduces a project-specific Requirements Traceability Matrix (RTM) for a CCTV specification. RTM traces requirements to dialogs and associated design objects. 

Object references shown in the FOURTH column of the RTM refers to the  Section 3 of the NTCIP 1205 v01 standard. Animation box appears over numbering.
[NTCIP 1201 v03 Standard related requirements and their objects are not shown in this table but they need to be included in the project RTM.] 

Requirement title and ID are unique and once assigned a number are kept same in both a project PRL and RTM.

This sample partial-RTM will help students understand how to connect a requirement already listed (in PRL) to design dialog and objects. Objects are to be found in CCTV CGs of NTCIP 1205. (We have discussed this in Module A317a. CCTV objects are organized in four CGs by functions to be derived from a CCTV system. The user will need to refer to the listing in the NTCIP 1205.)

The 7 sub-requirements shown in this table are a just a partial set of requirements. 
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Additional RTM Entries: Camera Control 

  
 

Rq. ID                  Requirement Dialog Object Reference and  Title NTCIP 1205 
Section 3 

3.3.2  Camera Control        D.3 Generic SNMP SET Interface 

3.3.2.1 Preset Go to Position  3.4.1 presetGotoPosition 

3.3.2.2  Go to a Stored Position  3.4.2.presetStorePosition 

3.3.2.6  Zoom Operation  3.2.8 rangeZoomLimit 
 3.3.3 timeoutZoom 
 3.3.3 positionZoomLens 

3.3.2.4  
  
  

Camera Position Horizontally 
(Pan) 
 

 3.2.2 rangePanLeftLimit 
 3.2.4 rangePanHomePosition 
 3.2.11 rangeMinimumPanStepAngle 
 3.3.1 timeoutPan 
 3.5.1 positionPan 
 3.2.3 rangePanRightLimit 
 3.2.4 rangePanHomePosition 
 3.2.11 rangeMinimumPanStepAngle 
 3.3.1 timeoutPan 
 3.5.1 positionPan 

Learning Objective #3 

    

Presenter
Presentation Notes
Key message:  Dialog D3, which is a SET operation to control data in the device, is added with the associated objects. Again, this sample partial-RTM will help students to understand how to connect a requirement to design dialog and objects. 

It should be noted that the NTCIP 1205 CCTV lists four conformance groups. Each of the CG provides objects pertinent to that function. Users are required to map their project requirements to the objects found in CGs. 

Additional objects may be needed from the NTCIP 1201 Global Objects based on requirements.
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Additional RTM Entries: Monitoring 

  
 

Rq. ID                  Requirement Dialog Object Reference and  Title NTCIP 1205 
Section 3 

3.3.3 Status condition within the 
device   

       D.1 Generic SNMP GET Interface 

3.3.3.2 Temperature 3.7.5 alarmTemperatureCurrentValue  
3.3.3.2 Pressure 3.7.6  alarmPressureHighLowThreshold 

3.2.7  alramPressureCurrentValue 
3.3.3.2 Washer fluid 3.7.8 alarmWasherFluidHighLowThreshold 

3.2.9  alarmWasherCurrentValue 
3.3.3.3 ID Generator 3.11 cctv label Objects 

Learning Objective #3 

    

Additional requirements can be added and related objects are collected from the 4 
CGs and then go to MIB objects in Section 3 to read each object title 

Presenter
Presentation Notes
Key message:  Dialog D1 which is a GET operation to retrieve data from the device is added with associated objects. Again, this sample partial-RTM will help students to understand how to connect a requirement to design dialog and objects. 

It should be noted that the four conformance groups outlined in the standard list objects pertinent to that function, and users are required to map the requirements to those objects found in CCTV CGs of NTCIP 1205. 

Additional objects may be needed from the NTCIP 1201 Global Objects based on requirements.

 



Benefits of the Project RTM 

 RTM shows relationship of requirements to the specific 
design items of the interface (dialogs and data objects) 

 Useful for identifying data objects within standard that 
may be sub-ranged within the specification 

 Helps in system acceptance: 

  “Did they build the CCTV system right?”  

  “Does my interface deliver?” 
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Learning Objective #3 

Presenter
Presentation Notes
Key message:  Teach stage of the development. 

The slide lists key benefits of RTM. We will state that each project must have a RTM so that each requirement is accounted for and traced at.

Note that the RTM is one step to help achieve interoperability.



Presenter
Presentation Notes
Placement slide: To be used prior audience exercise/activity in which they choose from multiple choice selection.
The next slide is the question slide and it should have multiple choices and indicate the correct answer/s on one slide. 

We are now ready for a pop-up quiz. Use your computer mouse to select your answer on the screen and select submit. There is only one correct answer. 




71 

     Learning Objective #3   

a) The PRL table   
b) The RTM table 
c) SNMP Get Interface 
d) Major Desired Capability (MDC) 

 

Which will ensure the precise objects necessary to fulfill a 
requirement? 

Answer Choices 

Presenter
Presentation Notes
Key Message: Testing understanding of what we have discussed in CCTV system modules.
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Learning Objective #3   Review of answers 
a) The PRL table 
      Incorrect, because PRL traces user needs to     

requirements, not objects. 
 

b) The RTM table 
     Correct, because RTM it is the only matrix where  

the precise objects necessary to fulfill a 
requirement are identified.  

 
c)  SNMP Get Interface 
     Incorrect, because SNMP Get interface is generic and 

does not contain objects. 
 
d)  Major Desired Capability (MDC) 
    Incorrect, because MDC is part of a user need.  
 

Presenter
Presentation Notes
 Review answers
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Summary of Learning Objective #3  
  

 We have discussed how to develop a project PRL to 
trace User Needs to CCTV requirements 
 

 We have discussed how to develop a project RTM to 
trace CCTV requirements to dialogs and objects (design) 
 
 We reviewed the benefits of preparing a project level 

PRL and RTM 
 
 

 Understand Traceability 

Presenter
Presentation Notes
Key Message: : This slide summarizes what we need to do and how to develop CCTV user needs. Examples have shown the actual process of identifying and writing user needs. 
 



Learning Objective #4 — Incorporate 
Requirements not Supported by Standardized 
Objects 
  
 Conditions and context for extending the standard 
 Example of extending the standard 
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Presenter
Presentation Notes
Key message: The slide outlines key points to be discussed.
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Conditions and Context for Extending the 
CCTV Standard 

Learning Objective #4  

 70 objects based on ASN.1 format are available 

 User-developed requirements must trace to NTCIP 
1205 data objects and SNMP dialogs to gain 
interoperability and interchangeability 

 Adding new objects to CCTV MIB is possible if it is 
documented and made available to anyone   

Presenter
Presentation Notes
Key Message: Creating new objects and requiring restricted use of private objects may break the interoperability. However, agencies (e.g. FDOT-Texas DOT) do add new objects in their project CCTV MIB, and if they do make it available as public source, multiple vendors can support the functions.  
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Conditions and Context for Extending the 
CCTV Standard (cont.) 

Learning Objective #4   

 Extending or adding objects to the CCTV Standard can 
make sense to provide for: 

 Control features and requirements that are specific 
to certain camera systems 

 Objects for IP network cameras are not covered in 
the standard   

Presenter
Presentation Notes
Key Message:  It is possible to extend the standard by meeting certain conditions stated here. IP network cameras are being used but they are Not supported by 1205 standard.
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Examples of Objects  
Proposed Amendment to NTCIP 1205 v01 
Standard 

      Learning Objective #4  

 Objects for Query-position-pan-tilt-Iris-focus-Zoom and 
preset-position.  

 Extensions Conditions: 

 ASN.1 based Objects must support READ operation 
for retrieval and WRITE operation for control 
functions without restrictions 

 Syntax must be a non-negative Integer/Bytes 
 Object must have an OID with MIB node 
 Only SNMP interface will be allowed (as per NTCIP 

1103 rules) 

Presenter
Presentation Notes
Key Message: When do we extend CCTV standard? 

These are the minimum conditions that must be met to make an object part of a dialog. Note that this amendment is NOT published but it is already available, and being used, and meets the conditions listed.




Extensions - Drawbacks 
 Interoperability may be compromised 

 Other management stations that do not support 
the new objects will be unable to exercise the new 
capabilities 

 If the agency is not consistent on defining how the 
requirement is fulfilled, interoperability cannot be 
achieved without custom integration for each 
deployment 

 

Learning Objective #4 

Example: “Provide remotely selectable shutter speed” 
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Presenter
Presentation Notes
Key Message: While extensions might be necessary, there are severe drawbacks associated with using extensions to standards.

The biggest problem with extensions is interoperability problems – the very issue that standards are to address and avoid. If not done VERY carefully and VERY consistently for a procurement specification and all subsequent procurement specifications of the same type (addressing a particular type of device for which the extension was created), interoperability is likely unachievable for this function that the extension attempts to address.
The problem is big within an agency, but is exponentially bigger if the function and resulting extension is needed for agency-to-agency (center-to-center) communications.

Example of an extension is given: “Provide remotely selectable shutter speed.” This is a real requirement from a state agency. This extension is clearly NOT supported by the NTCIP 1205 and if implemented will NOT allow all management stations on a statewide TMCs network, unless all have included in their specifications and also a single solution. 






Presenter
Presentation Notes
Placement slide: To be used prior audience exercise/activity in which they choose from multiple choice selection.
The next slide is the question slide and it should have multiple choices and indicate the correct answer/s on one slide. 

We are now ready for a pop-up quiz. Use your computer mouse to select your answer on the screen and select submit. There is only one correct answer. 
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Learning Objective #4   

a) All extended requirements are non-conformant to the 
standard, and depend on proprietary vendor-specific 
objects. 

b) The requirement is well-developed and meets criteria. 
c) This requirement will break the interoperability. 
d)   The project RTM will ensure interoperability. 

 
 

  

Answer Choices 

Which of the following is NOT applicable to the following 
extended CCTV requirement? 
 
 “The CCTV device shall allow the management 
 station to remotely control selectable shutter speed 
 of the field camera.” 

Presenter
Presentation Notes
Key Message:  Tests understanding of format standards.
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Learning Objective #4   

Review of answers 
a) All extended requirements are non-conformant to the 

standard and depend on proprietary vendor-specific 
objects. 

     Incorrect, because the statement is true.  
 

b) The requirement is well-developed and meets criteria. 
    Incorrect, because the statement is true. 
 
c) This requirement will break the interoperability 
    Incorrect, because the statement is true. 
 
d) The project RTM will ensure interoperability 
    Correct, because the statement is false; project 

RTM does not reference a private Object. 
 

Presenter
Presentation Notes
Key message: RTM is a step towards achieving interoperability, but project RTM works only within the standardized objects. Extension of the standard is not encouraged.

A device may be compliant to a specification but remains non-compliant to the standard.
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Summary of Learning Objective #4 
  

 Reviewed conditions and context for extending the 
CCTV standard 

 
 Discussed some example of extending the standard 

 
 Extensions break interoperability and should be 

avoided   
 
 
  
 

 

 

Incorporate requirements not supported by 
standardized objects 

Presenter
Presentation Notes
Key Message: Brief summary of learning objective #4 is provided. Emphasize last bullet. 
 



Learning Objective #5 — Develop a CCTV 
System Specification 
 
 
 How the CCTV specification fits in the specification 

package 
 Checklist of key elements that must be present 
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Presenter
Presentation Notes
Key message: Outlines key points to be discussed.



Learning Objective #5 

Software specification 

Functional requirements 

Performance requirements 

Hardware specification 
Functional requirements 

Performance requirement 
Electrical-Mechanical requirements 

Environmental requirement 

1 2 

Communication Interface Specifications 
Architectural Requirements 

Data Exchange Requirements 

3 

Contractual requirements during system development, testing, 
deployment, integration, and operations/maintenance.  
 

Plans-Specifications and Estimates (PS&E) 
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Presenter
Presentation Notes
Key Message: Where does a CCTV specification fit in the procurement process?  Contract documents often called-PS&E or Plans-Specifications and Estimates-include three specifications typically found in ITS procurement. Explain each part.

The inclusion of interface standards into a specification is but one part of the overall specification. It falls into the portion of the Communications Interface Specifications. The checklist of issues in the previous slide maps to part 3 above.

In this module, we have remained focused on the communications interface specification aspects as shown in the Box 3. We have also discussed architectural and data exchange requirements.

 



Checklist of Specification Elements 

 
 Address Interoperability Issues  
 Integrate Project PRL and RTM in the Specification 
 Coordination Requirements 
 Video formats-standards 
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Learning Objective #5 

Communication Interface Specifications 3 

Presenter
Presentation Notes
Key Message: Certain issues must be highlighted so that a project specification will avoid pitfalls or miss important considerations for a successful procurement. These issues are specific to CCTV system commonly found to be associated in the specification.

These issues map to part 3 of the next slide.
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       Learning Objective #5    

 To achieve interoperability agencies must:   
 Select the same user needs and design solutions  
 Use common protocols 

 
 
 
 
 

 
 

 The management station and cameras must have the 
same CCTV MIB and use the same dialogs to support 
the same features.  

 Addressing Interoperability Issues    

Management  
Station 

 
 
 

CCTV 
Device 

 
 
 

request message   
  
response message 

MIB   MIB   

Presenter
Presentation Notes
Key Message:  We just discussed Box 3: Communications aspects. The slide states two issues that affect interoperability among agencies.

Remind participants that care must be taken to achieve interoperability so that agencies can share video images and camera control for common purposes and benefits, both functions are desired by TMCs, but often hard to achieve. ITS device cannot achieve interoperability without compatibility, a most recognized pitfall in CCTV applications. 
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Source: JTMC-NYC Patel 

Learning Objective #5 

TIM-Traffic Incident Management 

Implications 

Interoperability Issues 

Presenter
Presentation Notes
Key Message: Discussion in the previous slide is supported by the real-world example shown here. This example of interoperability –systems or devices not working together–is NOT uncommon. Despite good intentions, outcomes can be painful. It is a real problem in ITS deployments. 

The key issues that affect interoperability among agencies is the single operational user interface. The three video systems shown with a separate user interface and the operator is required to switch back and forth in the middle of certain TIM operations. Multiple vendors (3 in this example) use different protocols and user interface are procured at different times or by separate (different) agencies-two in this example. 

This is an interoperability issue and must be addressed at the initial stage when USER NEEDS/Requirements are developed. 

 
 



Integrating PRL in the Project Specification   

 A project PRL defines data exchange requirements 
for the communications interface 

 Underlying communications standards need to be 
specified too (protocols at various levels) 

 Reference to interface standards must be specific to 
the version and publication date   

 Include the completed PRL with object value ranges 
for all the objects to clarify parameters 

Learning Objective #5 
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Presenter
Presentation Notes
Key Message: This level of detail is only found in a well-developed PRL. Importance of the PRL is summarized.

NTCIP 1205 v01 is not the only communications interface standard that must be defined. Underlying communications standards such as 
NTCIP 2301 – STMF applications profile (SNMP is specified)
NTCIP 2201 or 2202 – transport profiles for either non-routable or routable communications
NTCIP 2101, 2103, or 2104 – subnetwork profiles for serial, dial-up, or Ethernet communications must also be specified in order to exchange data. Detailed discussion is provided in Module C101. Students are directed to C101.


Object value ranges should clarify parameters such as the size of event logs, number and types of sensors supported, etc.




Coordination of Requirements 

 The requirements for the communications interface 
must be consistent with the CCTV system 
specification 

 Include statement to use standardized design 
solutions, as specified in the project RTM  

 Include a completed copy of the PRL plus the RTM 
as a source for the design of the system and the test 
plan 

 

Learning Objective #5 
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Presenter
Presentation Notes
Key Message: It is important to understand that selecting all requirements in the PRL will lead to confusion, increases in costs, and increases in testing requirements. 

 “Give me everything you have” should be avoided. ONLY specify in the project PRL what you need.
 





CCTV System Video Formats 

 Video format standards are outside the scope of the 
NTCIP 1205 

 Video standards support compression, storage, and 
transmission: 
 H.264                          [See supplement] 
 IP Cameras [Open network Video Interface 

Forum-ONVF] 
 Certain legacy-based implementation may present 

video format issues and may need a new 
requirement. (See student supplement for more 
information) 

 

Learning Objective #5 
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Presenter
Presentation Notes
Key Message:  The slide briefly states video formats and directs students to the supplement for details. 

[General Note: The formats are a complex technical details, and outside of scope of this module as well as NTCIP 1205.]

Two issues that affect requirements, however, should be stated: What to do with existing system format and perhaps need to develop a new requirement as part of the CCTV system specification. 
 





Presenter
Presentation Notes
Placement slide: To be used prior audience exercise/activity in which they choose from multiple choice selection.
The next slide is the question slide and it should have multiple choices and indicate the correct answer/s on one slide. 

We are now ready for a pop-up quiz. Use your computer mouse to select your answer on the screen and select submit. There is only one correct answer. 
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Learning Objective #5    

a) A CCTV system vendor may support features not 
selected in the project PRL. 

b) The Project RTM specifies the objects and dialogs. 
c) Analog cameras can be controlled with a common 

digital camera control interface.  
d)  The interface specification must specify SNMP. 

Which of the following statements is 
false? 

Answer Choices 

Presenter
Presentation Notes
Key Message:  This slide tests the participants’ understanding of specification items. Such items are critical for successful outcome.

 
Interactivity: Instructor should:
Read the question and the answer choices
provide instructions for the audience to select the appropriate answer using their computer mouse

Pause to allow participants to respond (poll/online choice)
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Learning Objective #5    

Review of answers 
a)  A CCTV system vendor may support features not 

selected in the project PRL. 
      Incorrect, because the statement is true. 
 

b) Project RTM specifies the objects and dialogs.  
     Incorrect, because the statement is true. 
 

c)   Analog cameras can be controlled with a common 
digital cameras control interface. 

     Correct, because the statement is false; an 
analog camera signal must be first converted to a 
digital signal using an encoder for  a common 
digital camera control interface.  

 

d)  The interface specification must specify SNMP. 
      Incorrect, because the statement is true. 

 
  

Presenter
Presentation Notes
Key Message:  This slide reviews the various potential answers and explains why each statement is right or false.
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Summary of Learning Objective #5 
  

 Discussed a checklist of key elements including 
interoperability issues   

 
 Discussed a CCTV system specification fits in the overall 

project specification package 
   
 

Develop a CCTV System specification 
 

Presenter
Presentation Notes
Key Message:  Summarizes key issues discussed.
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What We Have Learned 

1. CCTV Standard  does not provide ______________         

and user must__________ and ________ them for 

project specification. 

 

2. A requirement is a translation of a user need, and has a 

___________ and certain ________________. 

  

3. _________________  are linked to  _________________ 

and __________________________.  

 

 
     
  

requirements 
develop write 

Requirements             interoperability 
vendor-independence 

characteristics  structure    

Presenter
Presentation Notes
Key Message:  Recap of all the learning objectives and main points of the complete course. 

Click the mouse to bring in correct answers as you review the course concepts.
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What We Have Learned (cont.) 

  
 

4. Each requirement is traced to at least one  

____________ in the project  _____. 

    

5. Requirements should be traced to __________ and 

_________ in the project  ______. 

  

user need  PRL 

Objects 
 RTM Dialogs 

Specifically at the project level;  

Presenter
Presentation Notes
Key Message:  Recap of all the learning objectives and main points of the complete course. 

Click the mouse to bring in correct answers as you review the course concepts.
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What We Have Learned (cont.) 

  
6. To retrieve data (reading operation) from the CCTV 

device,  ____________ interface is used. 
 

7. To control a CCTV device (writing operation), 

____________ interface is used. 
 
8. To support the same features, the Management station 

and a CCTV device must have the same _____, and 

must use the same _________.  
 
 

 SNMP GET 

 SNMP SET 

  MIB 
   

 Dialogs 

Presenter
Presentation Notes
Key Message:  Recap of all the learning objectives and main points of the complete course. 

Click the mouse to bring in correct answers as you review the course concepts.
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Resources 
 Student Supplement   

 NTCIP Documentation available at www.ntcip.org: 
 NTCIP 1201 v03 Global Object Definitions 
 NTCIP 1205 v01.08 CCTV Camera Control 
 NTCIP 9001: Guide v04   
 

 PCB Training Modules Available at 
www.pcb.its.dot.gov/stds_training.aspx 
 Module A103: Introduction to ITS Standards 

Requirements Development (to review “well-
formed” requirements) 

 Module A203: Writing Requirements When ITS 
Standards Do Not Have SEP Content    

 
 

 

Presenter
Presentation Notes
Key Message: This slide identifies key resources that the participant may be interested in. Each resource is described briefly as how it may help students. 

 

http://www.ntcip.org/
http://www.pcb.its.dot.gov/stds_training.aspx


Presenter
Presentation Notes
 This is the last slide. Instructor asks participants if they have any question, followed by a closing statement.

Instructor generated questions:

Can the title of a user need and requirement be same?-YES
What is the difference between compliance and conformant?
Are requirements independent of a type of a camera, analog, or digital?
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Next Course Module   

T317:  Applying Your Test Plan to the NTCIP 1205 
CCTV Standard    

 
  Explains how to write a CCTV system Test Plan 

 
 How to test CCTV system requirements   
     

Presenter
Presentation Notes
Key Message:  The next module explains how to write CCTV System requirements and explains the relationship between requirements and the design concepts from the standard.
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